Is there an IT Security Checklist for systems and server administrators?

Tell Me

1. The Information Security Checklist for Campus Systems is a starting point to review information security related to the systems and services owned by a unit and/or college.
2. The Information Security Checklist for Externally Hosted Systems is a starting point to review information security related to systems and services hosted by a third party on an external network.

Related FAQs

- What vulnerability management tools are used at UNC Charlotte?
- How do I request an exception from University IT Guidelines for Endpoints, Systems and Applications?
- How does an endpoint device manager configure a device to use secure DNS?
- How does an endpoint administrator use Active Directory for centralized authentication?
- What is Alertus Desktop?