What types of data, or information, does Identity Finder look for?

Tell Me

1. Identity Finder looks for two types of highly restricted data, social security numbers and credit card numbers, stored on hard drives (C:) on University computers. It does not scan network drives: H:, S:, J: or thumb drives.

Note

Information Security can’t see the information, the system only detects data that seems to meet social security and credit card number criteria.

Related FAQs

- What is Identity Finder and what does it do?
- What happens if Identity Finder finds SSNs or credit card numbers on a computer?
- Does Identity Finder scan University computers when they are off campus?
- Will the Identity Finder scan affect my computer’s performance?
- What types of data, or information, does Identity Finder look for?