How does an endpoint administrator use Active Directory for centralized authentication?

Tell Me

This FAQ supplements information found in the Guideline for Security of Endpoints.

1. Windows computers must be joined to a university domain. IT staff in colleges and departments can join computers to the domain.
2. Mac computers must be managed by JAMF.
   a. ITS uses JAMF for majority of computers in campus.
   b. Student Affairs has their own instance of JAMF for Student Affairs Macs

Related FAQs

- How do I request an exception from University IT Guidelines for Endpoints, Systems and Applications?
- How does an endpoint device manager configure a device to use secure DNS?
- How does an endpoint administrator use Active Directory for centralized authentication?