How do I test for DMARC compliance when I am working with a third party vendor to send mass emails from an @uncc.edu account?

Tell Me

1. Have the vendor send a few test emails.
   a. Open the test email in Gmail
   b. Select the 3 vertical dots in the top right of the email pane, and select **show original**.
   c. This will show the status of the emails SPF, DKIM, and DMARC compliance.
   d. See screenshot below.

   ![Original Message]

   **SPF:** PASS with IP 209.85.220.41 Learn more
   **DKIM:** PASS with domain uncc.edu Learn more
   **DMARC:** PASS Learn more

Related FAQs

- How do I make sure mass email messages from 3rd party vendors will not be blocked or flagged as SPAM?
- Why is DMARC important?
- What is DMARC (Domain-based Message Authentication, Reporting and Conformance)?
- What is DKIM (Domain Key Identified Mail)
- How do I test for DMARC compliance when I am working with a third party vendor to send mass emails from an @uncc.edu account?